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In addition to requirements outlined in 49 CFR § 1542, 1544, and 1546, airport operators are also 
required to follow the guidelines in 19 C.F.R. § 122 Subpart S when requesting access to CBP Security 

Areas at SeaTac Airport.  Some of the more important points are highlighted below: 

  

1. How to Submit a Letter Assigning Airport Security Coordinators Authorized to Sign 
Documents Requesting Security Seals (Authorized Signers): 

a) On company letterhead, submit a letter which lists the name, SIDA 
badge number, and signature of each Airport Security Coordinator (i.e. 
signatory) authorized to submit applications for CBP security seal. (see 
Attachment 1 for example). 

 

2. How to Post a Bond: 

a) Post an active continuous bond or an Airport Security Area Bond.  These 
bonds are obtained from sureties authorized by CBP.  See 19 C.F.R. § 
113.62, 113.63, and 113.64 for details.  The face value of the bond 
depends upon how many employees require holograms:   

• Fewer than 15 employees-   $ 25,000 

• Between 15 and 25 employees -   $ 50,000 

• More than 25 employees -   $ 100,000 

a) If the employer is NOT the principal on an active continuous bond, CBP 
requires a type 11 Airport Security Area Bond as mentioned in 19 C.F.R. 
§ 113 Appendix A. 

b) How do I get a Customs bond?  You can obtain a CBP bond through a 
surety licensed by the U.S. Department of the Treasury. Please visit the 
Bureau of the Fiscal Service 
(https://www.fiscal.treasury.gov/fsreports/ref/suretyBnd/c570.htm) for a 
list of sureties.  

c) Many Customs brokers sell bonds and are also agents for sureties. For a 
list of licensed customs brokers, contact the CBP Broker Management 
Branch by email at brokermanagement@cbp.dhs.gov 

d) Please visit CBPs website for additional information regarding Customs 
bonds.  

e) Law enforcement and emergency services agencies are not required to 
post a bond.  

f) CBP’s port director has the authority to require an increase in the bond 
amount an any time, in accordance with the procedures set forth in 19 

https://www.fiscal.treasury.gov/fsreports/ref/suretyBnd/c570.htm
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C.F.R. § 113.13(c), due to historical non-compliance with laws and/or 
CBP Regulations.  

g) A copy of the bond certificate should be sent to CBP no later than the 
last business day of the first month of each calendar year or 1/31.  

 

a) How to Apply for a CBP Security Seal: 

b) Signatories are responsible for administrating all provisions of these guidelines.  

c) Applications cannot be sent to CBP any earlier than 30 days before expiration of the SIDA 
badge.  

d) Each signatory must complete and sign a letter of intent (LOI).  The letter of intent is a written 
request that details the justification and job duties that the applicant will be performing while in 
the Customs and Border Protection/Federal Inspection Service areas.  The letter of intent must be 
on official letterhead, include the employees name, job title, job duties, job location, and zone 
request.  Applicants who are authorized signers cannot sign for themselves.  An example of the 
letter of intent is included in Attachment 2. 

e) The signatory must scan copies of REAL ID compliant documents proving identification, 
citizenship (and work authorization if not a citizen or resident of the U.S.).  For a list of 
acceptable documents, please see attachment 4. 
 

f) Signatory must then complete the Digital Application for a CBP Security seal, including the 
cover letter and CBP Form 3078 (signed by authorized signer).  Click the gray “Submit 
Application” button on page 4 when complete.  The form will automatically generate an outgoing 
email addressed to seatacseal@cbp.dhs.gov along with the first and last name of the employee.   

 
g) Zones designation is as follows: 

• Zone 1 –allows an employee access to the Federal Inspection 
Service (FIS), sterile corridors and jet ways leading to and from 
aircraft arriving from international destinations or aircraft 
readying for departure to international destinations.  Generally, 
employees involved with cleaning, catering, cargo loading, 
baggage loading, internal fuselage maintenance, and boarding 
functions require zone 1 access.    

• Zone 2 –allows an employee access to areas near arriving or 
departing international flights.  These employees may NOT 
access the aircraft, the FIS, jet ways, and sterile corridors.  Areas 
that require zone 2 access include the envelope of the aircraft 
(i.e. employees in areas surrounding both arriving international 
aircraft or aircraft departing for foreign destinations) Fuelers, 
baggage handlers, maintenance workers conducting work  
external to the aircraft, deicing operators, etc.) 

mailto:seatacseal@cbp.dhs.gov
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e) Areas used for the storage, processing, or handling of non-bonded cargo, 
such as cargo terminals and the adjacent ramp/tarmac areas where NO 
international flights are being unloaded are NOT considered CBP 
Security Areas and employees do not need a hologram. 

f) Please attach scanned copies of REAL ID documents and the letter of 
intent to the email with the electronic 3078 before hitting the gray 
“submit” button.   

g) Recommend setting up your email system to “Request a Read Receipt” 
before sending.  This will provide proof that the email was sent and later 
opened by CBP.  

h) If you do not receive a response after sending the application, assume the 
application was satisfactory and no additional information is required. 
Instruct your staff to wait at least ten business days then report to the 
Port of Seattle (POS) Badging Office for an airport badge with a CBP 
security seal. 

3. Employer Requirements: 

a) Familiarizes managers and employees with rules and regulations of CBP 
security areas outlined in 19 C.F.R. § 122, Subpart S. 

b) Ensures a valid bond with sufficient face value is in place.  

c) Ensures all employees seeking security seals have passed all TSA/CDA 
background requirements and fingerprints have been taken and 
processed.  

d) Submit accurate and complete applications for CBP security seal to CBP 
via the seatacseal@cbp.dhs.gov email box. 

b)  Ensures properly completed Letter of intent is attached to each 
application for a security seal. 

c) Ensures proper ID/citizenship documents are attached to each 
application for a security seal.  

i) Ensures properly completed electronic CBP Form 3078, “Application for 
Identification Card.” is attached to each application for security seal 
emailed to seatacseal@CBP.DHS.GOV.  

 

4. Employer/Employee Deliverables:  

a) Signatory must prepare and submit an internally maintained quarterly 
report listing all employees with a security seal to include full names, 
dates of birth, zone access designation, and SIDA badge number.  Each 
report should list separately, all additions to, and deletions from, the 

mailto:seatacseal@cbp.dhs.gov
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previous quarterly report.  Reports must be submitted by the last day of 
the first month of each calendar quarter (January 31, April 30, July 31 
and October 31).  Reports should be sent via email to 
sealtacseal@cbp.dhs.gov.  To protect personally identifiable information 
(PII) sent by email, you may elect to send a password protected report 
with a follow-up email containing a password to open.  Otherwise, send 
the list via U.S. mail to: 

U.S. Customs and Border Protection, C/O Security Seals Office 
17801 International Blvd Room MT 6439M, Seattle Wa 98188  

b) Loss or theft of a badge with a security seal must be reported promptly 
to CBP in writing by sending an email to seatacseal@CBP.DHS.GOV 
explaining the circumstances, name, date of birth, and badge number of 
employee.   

c) Failure to submit the information above may result in cessation of 
issuance of security seals to a company and/or issuance of liquidated 
damages penalties to said company. 

 

5. Denial of security seal: 

a) CBP may deny a security seal to any person whose access to the 
Customs security area will, in the judgment of the port director, 
endanger the revenue or the security of the area or pose an unacceptable 
risk to public health, interest or safety, national security, or aviation  

b) Common reasons for denial:  

• Lack of candor when answering questions #31, #32, & 33 on the 
CBP Form 3078.    

• Failure to provide CBP with certified copies of court documents 
showing final disposition of arrests since applicant’s 16th 
birthday.  Documents must be provided to CBP within 30 days 
from the date your employee is contacted by CBP requesting 
additional documents.  If, after 30 days, no documents have been 
provided or the employee fails to make an effort by contacting 
CBP with information on what they are doing to try to acquire 
documents, CBP will initiate action to deny the request for 
security seal as we are then unable to conduct a meaningful 
background investigation since we have no idea what the final 
disposition of each arrest was.  We must assume each arrest was 
a conviction.     

• Failure to disclose use of narcotics on the CBP Form 3078 
(question #33) after a conviction(s) for drugs.  

mailto:sealtacseal@cbp.dhs.gov
mailto:seatacseal@CBP.DHS.GOV
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• Felony conviction(s) for offenses listed in 19 C.F.R. § 122.183 
within the last ten (10) years.  

 

7. Revocation of security seal: 

a)   CBP may revoke access to CBP security areas when, in the judgment of 
the port director, it appears [for any ground not specified in paragraph 19 
C.F.R. § 122.187 (a)(2)] that continued access to CBP security areas by 
an employee might pose an unacceptable risk to public health, interest or 
safety, national security, aviation safety, the revenue, or the security of 
the area. 

j) Common reasons for security seal revocation:   

• The employee uses the approved Customs access seal in 
connection with a matter not related to his employment 

or not constituting a duty described in the written justification 
required by 19 CFR § 122.182(c)(1) 

• An employee is or has been convicted of or there is probable 

cause to believe that the employee has committed any act or 
omission involving an offense listed in 19 CFR § 122.183(a)(4). 

• The employee has been arrested for, or charged with, an offense 
listed in 19 CFR § 122.183(a)(4) and prosecution or other 
disposition of the arrest or charge is pending. 

 

 

6. Employer violations that may be subject to liquidated damages penalties:  

a) Unauthorized entry into a CBP security area for an unauthorized purpose 
[e.g. meeting a family member arriving France at the baggage claim area 
within the FIS.  

b) Failure to retain employment history background investigation records.    

c) Failure to conduct an employment history background investigation on   
employee(s) to whom a security seal has been issued.   

d) Failure to notify CBP when an employee with a valid security seal 
changes jobs and no longer needs access to CBP security areas. 

e) Failure to return a SIDA badge with sealt6yg           for any reason when 
requested by CBP per 19 CFR § 122.18(g). 

f) No bond or insufficient bond amount.  
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g) Failure to provide quarterly deliverables as mentioned in #5 above.  

h) Failure to immediately advise CBP in writing within 24 hours after 
becoming aware of a change in circumstance of an employee. 

i) Failure of employee to openly display or failure to surrender their SIDA 
badge to a CBP officer upon demand.   
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Designation of Airport Security Coordinator(s)/Authorized Signer Example 

 
01/01/2019 
 
CBP Security Seal Coordinator 
U.S. Customs and Border Protection 
17801 International Blvd 
Rm MT 6439M 
SeaTac WA 98188 
 
XYZ Company hereby requests that the following individual(s) be appointed as Airport Security Coordinator(s) and 
be given the authority to sign all documents related to CBP’s Airport Security Seals Program.  No other signatures 
are to be honored.   
 
By signing this letter, XYZ Company understands that the necessary background investigations have been conducted 
on each applicant for a CBP security seal in accordance with 19 C.F.R. § 122.182(d). The employees listed below 
may only request CBP security seals for access to areas at Seattle Tacoma International Airport.  Each employee 
below has read the CBP security seal handbook and is aware of all requirements and responsibilities in 19 C.F.R. § 
122.183, Subpart S.  XYZ Company will monitor all employees granted access to CBP security areas and ensure 
they comply with all rules and regulations in 19 C.F.R. § 122.187.   
 
 
1)   Name: _       Jane Doe _____ ____  SIDA Badge #:_123456__   Signature:                   
 Contact Information:   PH# 773-686-00000   email address:  janedoe@xyzcompany.com_ 
2)   Name: _____________________    SIDA Badge #:_________   Signature: ____________ 
 Contact Information:   PH# ____________   email address:   _______________________ 
2)   Name: _____________________    SIDA Badge #:_________   Signature: ____________ 
 Contact Information:   PH# ____________   email address:   _______________________ 
 
Sincerely,  
                  
Joanne Johnson 
District Manager, Ground Handling Operations 
XYZ Corporation, O’Hare International Airport 
(773) 773-1111 x0 (office) 
(630) 773-1111(cell) 
Joannejohnson@xyzcompany.com 

This letter supersedes all previously issued letters! 
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Letter of Intent  

                       

01/01/2019 

CBP Security Seal Coordinator 
U.S. Customs and Border Protection 
17801 International Blvd 
Rm MT 6439M 
SeaTac WA 98188 
 
I,  Jane Doe, an authorized signatory of XYZ Airways, attest in writing that a background check has been conducted 
on the applicant listed below, to the extent allowable by law, in accordance with 19 CFR 122.182.  The background 
check included, at a minimum, references and employment history, to the extent necessary to verify representations 
made by the applicant relating to employment in the preceding five years.  To the best of my knowledge, the 
applicant meets the conditions necessary to perform functions associated with employment in the Customs security 
area.  Records of background investigations will be retained for a period of one year following cessation of 
employment and made available to the port director, upon request.  The CBP Form 3078 along with two forms of 
identification proving identity, immigration status, and residency are attached:     
 
Name of applicant requiring access to CBP security areas:      Smitty Smith 
Applicant’s email address:      smittysmith@xyzcompany.com 
Job Title:     Warehouse Agent 
 
Position Description (justification for required access to security zone(s):     Responsible for 
transporting international cargo from tarmac and into cargo facility via forklift.  Some cargo will 
not be cleared by CBP on arrival at facility.  Maintains accountability of cargo being relocated.   

First time applicant:  New SIDA Badge # assigned by POS:      123456_   

Renewal:    Current SIDA Badge #:  _________ & Expiration date:  __________  

Access level requested:     Zone #1   Zone #2  

Zone #1 encompasses the Federal Inspection Service (FIS) area, including the aircraft, sterile corridors, jet-way, elevators, stairways leading into 
the FIS, and in-transit facilities, as well as all other areas designated by the port director or designee for the processing of passengers and 
baggage arriving from a location outside of the U.S.    Zone #2 encompasses those areas outside of the FIS including the envelope of an aircraft 
arriving from outside of the U.S (including pre-cleared aircraft), the ramp, tarmac, and baggage/cargo staging areas where activities related to 
international arrivals and departures occur. As international and domestic flights may occupy adjacent areas at many locations, it is anticipated 
that the CBP security area outside the FIS will be flexible.  

Bond # 15C12345 

Printed Name:        Jane DOE                Signature:                           

Contact Information:        JANEDOE@XYZCOMPANY.COM              Phone #:            773 894 0000 

mailto:JimSmith@anyairline.com
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Attachment 3 
Application for Security Seal – Electronic CBP Form 3078 - Example 
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*Note to authorized signers* 

Emailed application for a security seal should look like the email below.  Please call CBP to seek 
out help with correct submissions of electronic applications. Most problems arise from the 
signature fields on pages #1, #3, and #4  
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Required Documentation for Security Seal Application  

(Proof of Citizenship and Identity) 

NOTE: Copies of REAL ID compliant documents proving identification, citizenship (and work 
authorization if not a citizen or resident of the U.S.) are required for submission.   

 

UNITED STATES CITIZENS  

 

• U.S. Passport  

 

• U.S. Passport Card  

 

• U.S. Certificate of Naturalization  

 

• Certification of Birth Abroad – Issued by Dept of State & Driver’s License (Real ID Act 
compliant document*)  

 

• Enhanced Driver’s License  

 

• U.S. Birth Certificate and Driver’s License (Real ID Act compliant document*)  

  

LAWFUL PERMANENT RESIDENTS  

 

• Permanent Resident Card  

 

 FEDERATED STATES OF MICRONESIA, PALAU, REPUBLIC OF MARSHALL ISLANDS  

 

• Passport accompanied by a form I-94 or Employment Authorization Card (EAD)  
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ASYLEES OR REFUGEES  

 

• Form I-94 with Asylee or Refugee Stamp along with Real ID Act compliant document*  

 

• Re-entry Permit (I-327) / Asylee or Refugee Travel Document (I-571)  

 

• EAD & U.S. CIS receipt I-797 showing approved or pending Asylee or Refugee status  

 

FOREIGN CITIZEN (STUDENT)  

 

• Passport, U.S. Visa, Form I-94, SEVIS Form I-20AB and Employment Authorization Card 
(EAD)  

 

FOREIGN CITIZEN (L1 Intra-company transferee or E2 treaty investor)  

 

• Passport, U.S. Visa and Form I-94  

 

FOREIGN CITIZEN (OTHER)  

 

• Passport, U.S. Visa and Form I-94  

 

• DS-2019 (J1 Visa)  

 

• I-821 (DACA)  

 

 For further general guidance and information regarding REAL ID enforcement, please refer to the 
following:  

http://www.dhs.gov/real-id-frequently-asked-questions. 
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Attachment 5 

Guidelines for CBP Customs Seal Use 

A Customs Seal ALLOWS you: 

 

• To be inside the Customs and Border Protection (CBP) Federal Inspection Site (FIS) 
when your employer’s flight is clearing Customs and you have been assigned to work that 
flight. 

• To be around aircraft on the Ramp Level while unloading cargo, baggage, and passengers 
from the aircraft and you were assigned to work that flight. 

• To be in the Baggage Conveyer Area at ramp level while baggage is being sent down to 
the CBP area for clearance and you were assigned to work that flight. 

• To unload freight from a foreign arrival and drive it to a CBP bonded air freight facility, 
if you were assigned the task. 

• To be inside an arriving or departing international aircraft throughout the airport. 
 

A Customs Seal DOES NOT ALLOW you: 

 

• To be in the CBP FIS or on the Ramp/Conveyor Area on your days off or when you are 
not assigned to work. 

• To be in the CBP FIS or the Ramp/Conveyor Area for any flight that you have not been 
assigned to work on by your employer. 

• To assist, help, or carry baggage for arriving friends, relatives, or off duty employees who 
arrive on a flight you have been assigned to work. 

 

Employee Requirements and Responsibilities 

 

• Report the loss or theft of their CBP access seal to the CBP Seal Office in writing within 
24 hours.   

• Report the change in circumstances to the CBP Seal Office in writing within 24 hours of 
that change in circumstances. 

• In case of an arrest, the employee must advise the CBP Seal Office in writing within 5 
calendar days of the final disposition of that arrest or prosecution. 

• In the case of suspension of an employee’s SIDA (Port of Seattle) badge, the employee 
must advise the CBP Seal Office in writing within 24 hours of the fact and the basis for 
the suspension. 
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• Be cognizant and comply with CBP regulations, directives and memos as related to 
employee conduct.  Typical examples of employee violations: 

o Entry into a CBP security area without an approved CBP access seal. 
o Failure to openly display approved CBP access seal. 
o Entry into a CBP security area for a purpose other than to perform duties approved 

by the employer and associated with work. 
o Failure to produce or surrender a CBP access seal following a proper demand by a 

CBP Officer. 
o Failure to safeguard a CBP access seal or a failure to report in writing the loss or 

theft of a CBP access seal within 24 hours. 
o Use of a CBP access seal by a person who is not the original applicant. 
o Refusal to obey a proper CBP order, rule, regulation, directive or memo. 
o Unauthorized use of personal items not approved by CBP in a secured area such 

as personal bags, fanny packs, cell phones, or other electronic devices. 
 

 

 

 

 

 

 


